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 will allow institutional clients that use collateral management and transfer agency 
services to utilize assets as collateral through tokenization without liquidating those assets for 
cash.   

 Tokenization does not alter the form/structure of the underlying collateral but would facilitate 
pledge/transfer the title of the MMF on . 

 The MMF tokens cannot be used outside of the Platform. 

 will serve as the system of books and records of the tokenized balances and security 
interests created under the smart contracts.   

  intends to act as Application Provider  
( .  will also serve as .   

  as  will be responsible for keeping track of ownership over the 
assets serving as collateral on  

 
Supervisory Office Non-Objection Decision 

As set forth in IL #1179, in deciding whether to grant supervisory non-objection, the Supervisory 
Office evaluated the adequacy of the bank’s risk measurement and management information 
systems and controls to enable the bank to engage in the proposed activities on a safe and sound 
basis.  demonstrated that it has the following controls in place to participate in the 
network in a safe and sound manner:  
 The security procedures require the establishment of a secure session through a valid 

application programming interface (API) token and authentication through private keys. 

 There is no direct access to the blockchain node by any of the custody customers or 
registered owners.   

 Collateral tokens can only be deployed or upgraded by the controlled nodes on the 
network. 

 Private keys are held and managed internally by  can prevent use of 
corrupted or stolen private keys and generate new private keys. 

 Smart contract code has been reviewed in accordance with internal cybersecurity control 
procedures and tested in user acceptance testing (UAT). 

 The ledger can be investigated, reconciled, and resolved to the same extent as 
transactions recorded on other internal systems used by including making 
amendments, cancellations, and corrections.   

 will be responsible for all software upgrades through its existing framework.   

 Any customers for whom  opens accounts on will be subject to the bank’s 
established onboarding processes related to recording transfers or pledges of MMFs, 
including related KYC procedures. 
 

Based on the facts and representations detailed above and in the request and the 
Supervisory Office evaluation of the controls noted above, the OCC does not object to  
request to the use of for MMF tokenization.  Prior to entering into full production for 
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MMFs,  must complete the proposed pilot activities as described in the bank’s letter 
dated March 7, 2023 and report the results to the Supervisory Office.  The bank must also notify 
the Supervisory Office no later than 90 days before the introduction of other asset types for 
tokenization. 
 
The OCC reserves the right to withdraw this non-objection at any time should it determine there 
has been a material change in the facts and circumstances represented in the request, or that 
applicable risk management and measurement systems become inadequate relative to the risks of 
the proposed activity.     
 
If you have any questions or comments, please feel free to contact me at  
 
Sincerely,     
     FOR 
 
 

 
 

 
 
 
cc:  

 
  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
This document is the property of the OCC, and its contents are strictly confidential. Unauthorized disclosure of the contents of this document, 
including component and composite ratings, is generally prohibited. However, when necessary or appropriate for bank business purposes, a 
national bank is allowed to disclose the contents of this document to a person or organization officially connected with the bank as officer, 
director, employee, attorney, auditor, or independent auditor. Disclosure may also be made to the bank’s holding company and, under certain 
conditions, to a consultant employed by the bank. These exceptions to the general prohibition on disclosure are described in OCC regulations, 
12 CFR 4.37(b)(2). Any other disclosure of this document or its contents without the OCC’s prior approval is a violation of 12 CFR 4.37(b) and 
subject to criminal penalties in 18 USC 641 for conversion of U.S. Government property. 




